ПОЛОЖЕНИЕ 
о межмуниципальном конкурсе
 «Безопасный интернет»
1. Общие положения

1.1. Настоящее Положение определяет порядок организации, проведения и поощрения участников межмуниципального конкурса «Безопасный интернет».
1.2. Межмуниципальный конкурс «Безопасный интернет» (далее – Конкурс) направлен на развитие индивидуальных способностей учащихся и повышение осведомленности о безопасном поведении в интернете. 

1.3. Цель: формирование у обучающихся осознанного и ответственного отношения к безопасности в сети Интернет.
1.4. Задачи:

· развивать у обучающихся творческие способности, а также умение находить, анализировать и эффективно представлять информацию;
· совершенствовать навыки работы с информацией, включая мультимедийные технологии; 
· мотивировать учащихся к активному и осознанному изучению вопросов безопасности в сети Интернет; 
· поддерживать познавательную активность учителей и вовлекать их во внеурочную деятельность по ОБЗР.
1.5. Организатором Конкурса является районное методическое объединение учителей математики (далее – Организатор) при поддержке методического отдела МКУ «Казачинско-Ленский ТРЦ».
Разработчиком конкурсных заданий является Рязанова Татьяна Михайловна, руководитель РМО учителей ОБЗР. 
1.6. Организационно-техническое и информационно-методическое сопровождение Конкурса осуществляет МКУ «Казачинско-Ленский ТРЦ» (далее – Оператор).

2. Порядок проведения Конкурса

2.1. Конкурс проводится с 2 февраля по 27 февраля текущего года. 
2.2. Участниками конкурса являются обучающиеся 5-11 классов образовательных организаций.
2.3. Конкурс проводится по следующим номинациям:
· «Памятка (буклет) по кибербезопасности» для обучающихся 5-9 классов. Разработка информационных материалов, направленных на повышение осведомленности пожилых людей о правилах безопасного поведения в интернете;
· «Видеоролик о кибербезопасности» для обучающихся 9-11 классов. Создание наглядного и информативного видео-контента, призванного повысить уровень знаний о кибербезопасности среди сверстников.

2.4. Этапы конкурса:

· прием заявок от участников – с 2 февраля по 20 февраля;

· экспертиза конкурсных работ – 24 февраля по 26 февраля; 
· подведение итогов – 27 февраля.
2.5. Для участия в Конкурсе до 20 февраля подаются заявка, согласие на обработку персональных данных (приложение 1) и конкурсные работы по ссылке:  https://forms.yandex.ru/u/6971a99f84227ca7e3fb588a  

2.6. Организатор оставляет за собой право признать конкурс несостоявшимся в случае недостаточного количества поданных заявок (менее 7-ми).
1. Состав и формирование экспертной комиссии
1.1. В целях достижения максимальной объективности в определении победителей Конкурса Организатором создается экспертная комиссия, минимальный состав которой – 5 человек.
1.2. В экспертную комиссию входят педагогические работники образовательной организации и представители Оператора конкурса. Председатель экспертной комиссии назначается Оператором.
1.3. Состав экспертной комиссии утверждается приказом Оператора по представлению руководителя РМО.

1.4. Экспертная комиссия при оценке конкурсных работ:

· обеспечивает соблюдение единства требований при оценивании, руководствуясь критериями, представленными в Приложении 2;
· оформляет итоговый протокол, представляющий собой ранжированный список участников, расположенных по мере убывания набранных ими баллов;
· определяет победителей Конкурса.

1.5. Экспертная комиссия Конкурса работает на безвозмездной основе.

2. Требования к конкурсным работам
2.1. Номинация «Памятка (буклет) по кибербезопасности»:
2.1.1. Целевая аудитория: ориентация на возрастные особенности людей пожилого возраста (понятность языка, визуальное оформление).
2.1.2. Содержание:
· краткое и доступное изложение основных правил кибербезопасности;
· примеры конкретных угроз и способов защиты от них;
· рекомендации по безопасному использованию социальных сетей, мессенджеров и других онлайн-сервисов;
· контактная информация для получения помощи в случае возникновения проблем.

2.1.3. Формат: буклет, памятка (формат А4, электронный файл (PDF, JPG).

2.1.4. Оформление: четкая структура, наглядные иллюстрации, привлекательный дизайн.

2.1.5. Объем: не более 2 страниц.

2.2. Номинация «Видеоролику о кибербезопасности»:
2.2.1. Целевая аудитория: ориентация на интересы и потребности обучающихся 9-11 классов.

2.2.2. Содержание:
· понятное и интересное представление информации о кибербезопасности.
· примеры актуальных киберугроз и способы их предотвращения.
· советы по защите личных данных, аккаунтов и устройств.
· рекомендации по ответственному поведению в интернете.
2.2.3. Формат: видеофайл MP4.

2.2.4. Продолжительность: не более 3 минут.

2.2.5. Качество: хорошее качество видео и звука.

2.2.6. Оформление: наличие титров, музыкального сопровождения (при необходимости).

2.2.7. Авторские права: использование только лицензионной музыки и видеоматериалов или материалов с открытой лицензией.

3. Подведение итогов
1.1. На основании данных итогового протокола определяются победители и призёры Конкурса. Участники с равным количеством баллов располагаются в алфавитном порядке.

1.2. Победитель и призёры определяются в каждой номинации. Победителем в номинации становится участник, набравший наибольшее количество баллов, но не менее 90% от максимально возможных. Следующие за ним участники, и набравшие более 80 % от максимального балла, считаются призёрами. 

1.3. Победители и призёры награждаются дипломами, остальные участники Конкурса получают сертификаты. Дипломы и сертификаты направляются в электронном виде на адреса электронной почты, указанные при регистрации. Педагогам, подготовившим победителей и призёров Конкурса, объявляется благодарность.

1.4. Информация о результатах Конкурса размещается на официальном сайте в течение 10 дней со дня издания приказа.
Приложение 1
к положению о межмуниципальном конкурсе 

«Безопасный интернет»
СОГЛАСИЕ
на обработку персональных данных

«___» __________ 20__г.
Я,_____________________________________________________________________ ,
(Ф.И.О)

________________________________серия______№_________ выдан________________ 
(вид документа, удостоверяющего личность)

________________________________________________________________________
(когда и кем)
проживающий(ая) по адресу: ________________________________________________,
_____________________________________________________________________________

как законный представитель

_____________________________________________________________________________

(фамилия, имя ребенка)

на основании свидетельства о рождении_____________________________________,

выданного ЗАГС____________________________________________________________

(дата)

в соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» настоящим даю свое согласие МКУ «Казачинско-Ленский ТРЦ» на обработку персональных данных моего ребенка и подтверждаю, что, давая такое согласие, я действую добровольно и в интересах своего несовершеннолетнего ребенка. Согласие дается мною для использования в целях участия в межмуниципальном конкурсе «Безопасный интернет» и распространяется на следующую информацию: фамилия, имя, отчество и фото моего ребенка.

Настоящее согласие предоставляется на осуществление любых действий в отношении персональных данных моего ребенка, которые необходимы или желаемы для достижения указанных выше целей, а именно: сбор, систематизацию, накопление, хранение, уточнение (обновление, изменение), использование, обезличивание, блокирование, уничтожение, публикацию персональных данных, а также конкурсной работы, в том числе в информационно-коммуникационной сети Интернет и в средствах массовой информации с учетом федерального законодательства.

Данное Согласие действует до достижения целей обработки персональных данных моего несовершеннолетнего ребенка
_____________________________________________________________________________

(фамилия, имя ребенка)

Согласие может быть отозвано по моему письменному заявлению.

Данное согласие действует с момента его подписания 
_________________________             /_______________________/     

  (подпись лица, давшего согласие)                                                         (расшифровка подписи)  
Приложение 2
к положению о межмуниципальном конкурсе 

«Безопасный интернет»
Критерии оценивания конкурсных работ
1. Номинация «Памятка (буклет) по кибербезопасности» - возрастная группа 5-9 классы

	Критерии оценивания
	Баллы

	1. Содержание (актуальность и полнота)
	0-6 

	Памятка/буклет содержит актуальную и достоверную информацию обо всех основных киберугрозах, с которыми могут столкнуться пожилых людей. Информация представлена полно и раскрыта детально.
	6 

	Информация актуальна и достоверна, но охватывает не все основные киберугрозы или отдельные аспекты раскрыты недостаточно подробно.
	4

	Информация в основном актуальна, но содержит незначительные неточности или устаревшие данные. Охват угроз ограничен.
	2

	Информация неактуальна, содержит серьезные ошибки или не соответствует теме конкурса.
	0

	2. Доступность и понятность изложения
	0-6

	Информация изложена простым, понятным и доступным для целевой аудитории языком. Используются примеры и иллюстрации, облегчающие восприятие.
	6

	Информация в целом понятна, но содержит отдельные сложные термины или фразы. Использование примеров и иллюстраций недостаточно.
	4

	Информация изложена сложным языком, содержит много терминов, непонятных целевой аудитории. Примеры и иллюстрации отсутствуют или не соответствуют тексту.
	2

	Информация изложена бессвязно и непонятно.
	0

	3. Оригинальность и креативность оформления
	0-4

	Памятка/буклет отличается оригинальным дизайном, интересным графическим оформлением, привлекающим внимание целевой аудитории.
	4

	Дизайн и оформление выполнены аккуратно, но не отличаются оригинальностью. Использованы стандартные шаблоны или клише.
	2

	Дизайн и оформление выполнены небрежно, не соответствуют теме конкурса. Памятка/буклет выглядит неинтересно и непривлекательно.
	0

	4. Практическая ценность
	0-4

	Памятка/буклет содержит конкретные рекомендации и советы, которые помогут пожилым людям безопасно пользоваться интернетом и защищать себя от киберугроз.
	4

	Рекомендации и советы носят общий характер и не всегда применимы на практике.
	2

	Памятка/буклет не содержит практических рекомендаций или советы противоречат основам безопасности в интернете.
	0

	Итого:
	20


2. Номинация «Видеоролик о кибербезопасности» - возрастная группа 9-11 классы
	Критерии оценивания
	Баллы

	1. Содержание (актуальность и полнота)
	0-6

	Видеоролик содержит актуальную и достоверную информацию об основных киберугрозах, с которыми могут столкнуться подростки. Информация представлена полно, раскрыта детально и подкреплена примерами.
	6

	Информация актуальна и достоверна, но охватывает не все основные киберугрозы или отдельные аспекты раскрыты недостаточно подробно.
	4

	Информация в основном актуальна, но содержит незначительные неточности или устаревшие данные. Охват угроз ограничен.
	2

	Информация неактуальна, содержит серьезные ошибки или не соответствует теме конкурса.
	0

	2. Ясность и доступность изложения
	0-4

	Информация изложена простым, понятным и доступным для целевой аудитории языком. Визуальный ряд (съемка, монтаж, графика) помогает восприятию информации.
	4

	Информация в целом понятна, но содержит отдельные сложные термины или фразы. Визуальное оформление не всегда соответствует содержанию.
	2

	Информация изложена сложным языком, содержит много терминов, непонятных целевой аудитории. Визуальное оформление ухудшает восприятие информации.
	0

	3. Оригинальность и креативность
	0-4

	Видеоролик отличается оригинальным сюжетом, интересным визуальным рядом, нестандартным подходом к раскрытию темы. Использованы креативные приемы и решения.
	4

	Сюжет и визуальное оформление выполнены аккуратно, но не отличаются оригинальностью. Использованы стандартные приемы и решения.
	2

	Сюжет и визуальное оформление выполнены небрежно, не соответствуют теме конкурса. Видеоролик выглядит неинтересно и непривлекательно.
	0

	4. Техническое качество
	0-4

	Видеоролик отличается высоким качеством съемки, монтажа и звука. Отсутствуют технические дефекты (шумы, искажения изображения и звука).
	4

	Видеоролик имеет удовлетворительное качество съемки, монтажа и звука. Присутствуют незначительные технические дефекты, не ухудшающие восприятие информации.
	2

	Видеоролик имеет низкое качество съемки, монтажа и звука. Присутствуют значительные технические дефекты, затрудняющие восприятие информации.
	0

	5. Практическая ценность и воздействие
	0-4

	Видеоролик содержит конкретные рекомендации и советы, которые помогут сверстникам безопасно пользоваться интернетом и защитить себя от киберугроз. Видеоролик оказывает сильное эмоциональное воздействие на зрителей и мотивирует к безопасному поведению в интернете.
	4

	Рекомендации и советы носят общий характер и не всегда применимы на практике. Эмоциональное воздействие ролика слабо выражено.
	2

	Видеоролик не содержит практических рекомендаций или советы противоречат основам безопасности в интернете. Видеоролик не оказывает никакого воздействия на зрителей.
	0

	Итого:
	22


